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CommVault Simpana(TM) 7.0 Software Leverages Singular Approach to Help Organizations Regain Control over Storage Growth and Provide Fast,
Reliable Search and Legal Hold Capabilities across Multiple Data Sources and Media Types

OCEANPORT, N.J., Jul 17, 2007 (BUSINESS WIRE) -- As businesses continue to evaluate strategies to control storage growth while enforcing
policies for compliance, CommVault(R) (NASDAQ:CVLT) today announced it is making it easier for customers to control storage consumption and
respond to legal discovery actions and compliance requirements. The newest version of CommVault Archive is one of five core modules that comprise
the CommVault Simpana(TM) 7.0 software suite. In addition to delivering expanded platform support, CommVault's next generation product suite adds
new archiving features and functionality designed to help organizations improve storage efficiency and reduce business risk by providing the ability to
search both active and historical information across the enterprise.

The broad adoption of platforms such as Microsoft SharePoint has increased both the number of data copies in production, as well as the number of
duplicates stored in multiple redundant repositories in the organization. Add to that the new amendments to the U.S. Federal Rules of Civil Procedure
(FRCP), and organizations are challenged to preserve and discover any type of Electronically Stored Information (ESI), from email and files to backup
tapes, and more. Businesses are struggling to keep more data longer in preparation for litigation discovery requests that must now be completed on
short notice, as well as consolidate collaboration and email platforms for easier management.

"Content of all types is increasingly located in numerous disparate storage systems across organizations," said Vivian Tero, senior research analyst,
Compliance Infrastructure for IDC. "Companies must find a way to align all of these data types and repositories in order to optimize all aspects of data
management and support compliant records retention and legal holds. Products, such as those offered by CommVault, take a singular approach to
information management. This approach offers an option to ensure that data is managed according to corporate policy, and at the same time,
eliminates redundancies in managing storage environments. Customers can therefore focus on ensuring relevant information is being discovered
upfront and not after the fact."

CommVault Archive is the industry's first comprehensive archive solution for managing and retaining email, collaboration, file and Network Attached
Storage (NAS) data across online file systems, nearline archives and offline backup tapes from a single user interface. With access to more
searchable content and the ability to span data silos all from a single interface, businesses now have a legally defensible way of managing more data,
more consistently, with less administrative overhead and disruption to end users.

CommVault Archive software includes ground-breaking new features to help customers address storage management and e-discovery needs,
including:

-- Expanded application and platform coverage - CommVault Simpana 7.0 includes new e-discovery, compliance and mailbox management for IBM
Lotus Domino, new support for Microsoft SharePoint and expanded coverage for Microsoft Exchange. These new applications along with existing file
system support across Windows, NetWare, Linux and Unix and enhanced NAS device support, such as for Network Appliance products, provides the
industry's most comprehensive archiving platform coverage.

-- Self-service Search and legal discovery - CommVault Simpana 7.0 introduces web-based search capability which allows compliance officers,
auditors and legal staff to quickly perform large, sophisticated search and discovery of indexed information, not only in an archive, but also across all
data types and repositories including backup. Individual business users can also be empowered to access their own information across online, backup
and archive copies. Search results are automatically restricted based on the company's existing security policies.

-- Scheduled Searches - Searches can be scheduled to run via policies that contain pre-defined criteria such as keywords, domain names, users, etc.,
providing security for corporate governance and protection against intellectual property leakage.

-- Improved Search performance and scalability - CommVault's integration of the FAST Instream(R) enterprise search technology platform provides
users a highly scalable, efficient contextual index supporting 370 content types and 77 different languages. Legal discovery searches can be
conducted in a matter of seconds rather than hours or days providing faster access to content.

-- Consistent retention and disposition policies - Due to its singular architecture, CommVault Simpana 7.0 allows for retention policies to be defined
and applied across archive and backup data all from within a single interface. This ensures proper enforcement of corporate policies and simplifies the
process of performing a litigation hold across all necessary information in the event of an investigation.

-- Common storage repository - CommVault Simpana 7.0 includes an enhanced Single Instance Store (SIS) that allows archive data to leverage
storage devices being utilized for Data Protection. By leveraging SIS, only one copy of a file will be stored regardless of its origin point. CommVault
Archive allows for valuable production storage to be reclaimed thereby shrinking backup windows and delaying additional primary storage
acquisitions, while SIS provides maximum storage utilization and eliminates the need to have a separate storage infrastructure for archiving on the
back end. This also provides built-in tiered storage capabilities along with self-protection leveraging the Auxiliary Copy feature.

-- Auditable chain of custody - Built-in audit reporting validates and demonstrates the chain of custody of all relevant data through the archival and
discovery processes.

-- PST Archiving - Also new in CommVault Simpana 7.0 is the .PST discovery tool which allows for simplified centralized management of importing
legacy .PST files. Automatic discovery, importing and optionally deleting PST files allows for storage savings on production disk while providing
centralized control and discovery of legacy email data.



"Responding to legal action is becoming an increasingly costly and complex endeavor," said Michael Ivanov, senior director and head of CommVault's
Archive Center of Excellence. "In addition to archiving and offloading older data to control the storage consumption of today's critical platforms,
CommVault Simpana 7.0 offers the ability to not only perform legal discovery across archived data, but across legacy backup tapes and online file
system data as well. With the enhancements in CommVault's Archive products, businesses can better manage storage growth while mitigating risk
and reducing the costs associated with litigation."

Availability

CommVault Archive products are available now as part of the CommVault Simpana 7.0 software suite. Interested parties may license one or any
number of the Data Protection, Archive, Replication, Search or Resource Management modules, which are designed to work together from the ground
up.

About CommVault

A singular vision - a belief in a better way to address current and future data management needs - guides CommVault in the development of Singular
Information Management(TM) solutions for high-performance data protection, universal availability and simplified management of data on complex
storage networks. CommVault's exclusive single-platform architecture gives companies unprecedented control over data growth, costs and risk.
CommVault's software was designed to work together seamlessly from the ground up, sharing a single code and common function set, to deliver
superlative Data Protection, Archive, Replication, Search and Resource Management. More companies every day join those who have discovered the
unparalleled efficiency, performance, reliability and control only CommVault can offer. Information about CommVault is available at
www.commvault.com. CommVault's corporate headquarters is located in Oceanport, New Jersey in the United States. (cvlt-pd)

Safe Harbor Statement

This press release may contain forward-looking statements, including statements regarding financial projections, which are subject to risks and
uncertainties, such as competitive factors, difficulties and delays inherent in the development, manufacturing, marketing and sale of software products
and related services, general economic conditions and others. Statements regarding CommVault's beliefs, plans, expectations or intentions regarding
the future are forward-looking statements, within the meaning of Section 27A of the Securities Act of 1933, as amended and Section 21E of the
Securities Exchange Act of 1934, as amended. All such forward-looking statements are made pursuant to the safe harbor provisions of the Private
Securities Litigation Reform Act of 1995. Actual results may differ materially from anticipated results. CommVault does not undertake to update its
forward-looking statements.

(C)1999 - 2007 CommVault Systems, Inc. All rights reserved. CommVault, CommVault and logo, the "CV" logo, CommVault Systems, Solving
Forward, Simpana, SIM, Singular Information Management, CommVault Galaxy, Unified Data Management, QiNetix, Quick Recovery, QR, GridStor,
Vault Tracker, Quick Snap, QSnap, Recovery Director, CommServe, and CommCell, are trademarks or registered trademarks of CommVault Systems,
Inc. All other third party brands, products, service names, trademarks, or registered service marks are the property of and used to identify the products
or services of their respective owners. All specifications are subject to change without notice.
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