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CommVault Customers Continue to Reap Economic and Performance Benefits of a Singular Approach to Data Management

OCEANPORT, N.J.--(BUSINESS WIRE)--Dec. 18, 2007--CommVault(R) (NASDAQ:CVLT) today announced that ICOS Biologics, a developer and
manufacturer of therapeutic proteins for early clinical trials of biopharmaceuticals, has deployed CommVault Simpana(TM) 7.0 data protection and
archive software for simplified, enterprise-class data backup and recovery along with integrated data archiving and migration for dramatically improved
legal discovery, compliance and storage management.

A core responsibility for the company's IT department is preserving emails, files and backup tapes to ensure compliance with various industry
regulations, including FDA, Sarbanes-Oxley and new amendments to the U.S. Federal Rules of Civil Procedures (FRCP). ICOS also adheres to Good
Manufacturing Practice & Quality Service Regulations (GxP), a set of legal requirements for quality assurance, control principles and standards for
drug manufacturing. According to ICOS, their existing IBM Tivoli Storage Manager (TSM) platform was complicated, difficult to administer and didn't
support integrated archiving and migration capabilities. As a result, ICOS outsourced all legal discoveries. The discoveries cost hundreds of thousands
of dollars and often took months to complete.

In an effort to replace its existing TSM solution with a simpler yet more robust data protection platform, ICOS evaluated all the major software products
based on a set of criteria, including a centralized console for all data protection functions, ease of configuration and daily use with its tape library,
message-level recovery for Exchange, policy-driven backup and restore procedures, as well as integrated archiving and migration. A review of the
alternatives led ICOS to decide that CommVault's Simpana 7.0 software best fit its data protection, compliance and discovery requirements.

CommVault's Simpana 7.0 software enables ICOS to leverage a singular approach to data protection, Exchange archive and data migration.
According to Rob Rees, senior systems architect for ICOS, the ability to use a single, centralized console for managing daily backups, restores, email
archives and data migrations is welcomed relief. "CommVault has completely alleviated the pain of backup and recovery while enabling us to make
significant strides in meeting compliance and discovery demands," he says. "Doing all this from a unified console is the key to our success. It makes so
much sense and saves so much time in training and daily management."

With CommVault technology, backup administration is now automated, requiring less than 10 minutes each day versus the three hours ICOS
previously needed with TSM. Restores are nearly instantaneous and with the added benefit of granular recoveries. Archiving brings the ability to
manage and retain important company assets such as emails and files across repositories such as email servers, collaboration servers, and file
servers. It also provides management of not only archived data, but online file system and backup data as well. CommVault Content Indexing allows
rich content search across all data from all managed sources including emails and attachments from archives and backup copies.

As a result, ICOS now handles its own e-discovery requests instead of relying on expensive outsourcing solutions. "We can easily accommodate any
e-discovery requests," adds Rees. "We simply get a set of search terms from our lawyers, plug them in for the search and get the results. It's so easy
and fast compared to what we had to do previously--not to mention the hundreds of thousands of dollars saved by doing it ourselves."

CommVault's self-service search and legal discovery lets ICOS' legal staff conduct its own searches across online, backup and archive data copies.
Additionally, enhanced data migration functionality has lowered the time and effort of performing email and network file clean-ups. Previously, it took
the company approximately 16-to-20 hours to configure a network clean-up and nearly six hours to set up an email migration. With CommVault
software, it now takes 10 minutes to start email and network file migration jobs.

For more information about ICOS and other CommVault user stories, please visit www.commvault.com/stories.

About CommVault(R)

A singular vision -- a belief in a better way to address current and future data management needs -- guides CommVault in the development of Singular
Information Management(TM) solutions for high-performance data protection, universal availability and simplified management of data on complex
storage networks. CommVault's exclusive single-platform architecture gives companies unprecedented control over data growth, costs and risk.
CommVault's Simpana(TM) software suite of products was designed to work together seamlessly from the ground up, sharing a single code and
common function set, to deliver superlative Data Protection, Archive, Replication, Search and Resource Management capabilities. More companies
every day join those who have discovered the unparalleled efficiency, performance, reliability, and control only CommVault can offer. Information about
CommVault is available at www.commvault.com. CommVault's corporate headquarters is located in Oceanport, New Jersey in the United States.
(cvlt-cs)

Safe Harbor Statement

This press release may contain forward-looking statements, including statements regarding financial projections, which are subject to risks and
uncertainties, such as competitive factors, difficulties and delays inherent in the development, manufacturing, marketing and sale of software products
and related services, general economic conditions and others. Information regarding product performance and improvements described in this release
may vary from customer to customer. Statements regarding CommVault's beliefs, plans, expectations or intentions regarding the future are forward-
looking statements, within the meaning of Section 27A of the Securities Act of 1933, as amended and Section 21E of the Securities Exchange Act of
1934, as amended. All such forward-looking statements are made pursuant to the safe harbor provisions of the Private Securities Litigation Reform
Act of 1995. Actual results may differ materially from anticipated results. CommVault does not undertake to update its forward-looking statements.

(C)1999-2007 CommVault Systems, Inc. All rights reserved. CommVault, CommVault and logo, the "CV" logo, CommVault Systems, Solving Forward,



SIM, Singular Information Management, Simpana, CommVault Galaxy, Unified Data Management, QiNetix, Quick Recovery, QR, GridStor, Vault
Tracker, QuickSnap, QSnap, Recovery Director, CommServe, CommCell, and InnerVault are trademarks or registered trademarks of CommVault
Systems, Inc. All other third party brands, products, service names, trademarks, or registered service marks are the property of and used to identify
the products or services of their respective owners. All specifications are subject to change without notice.
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