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— CommVault Offers Heightened Security across Backup, Archive, Replicated and Deduplicated Data to Lower Risks and Help Ensure Government &
Regulatory Compliance —

OCEANPORT, N.J.--(BUSINESS WIRE)--Aug. 18, 2009-- CommVault (NASDAQ: CVLT):

News Facts

CommVault has received Federal Information Processing Standards (FIPS) 140-2 certification for its Cryptographic Library
from the National Institute of Standards and Technology (NIST).
CommVault’s Cryptography Library is used within its Simpana® software and when operated in FIPS mode ensures
advanced encryption, including cryptographic services for key generation, symmetric and asymmetric encryption, hash
functionality and HMAC (Hash Message Authentication Code) security, as well as signature generation and verification.
CommVault® Simpana 8 offers a unique enterprise data management software solution that has achieved FIPS 140-2
certification across backup, archive, replicated and deduplicated data with hardware independence.
CommVault customers can easily and cost-effectively leverage the widely adopted U.S. Federal encryption standard to
protect data, including email and file archives, as it moves across networks and is migrated to different media as part of
long-term retention and disaster recovery strategies.
CommVault’s Crypto feature underwent rigorous, year-long review, testing and certification to validate its encryption
capabilities and adherence to Federal government requirements.

Tweet this: @CommVault receives FIPS 140-2 cert for Simpana’s embedded data encryption capabilities http://bit.ly/tHOP

Software-Based Encryption Lowers Operational Impact, Security Risks & Costs

CommVault’s embedded encryption  capabilities can be applied selectively based on policies so data is encrypted without
slowing backups or tiered copies, which can impact the fixed backup window. Policy-based encryption also can lower
infrastructure costs.
A range of encryption key options are available that integrate directly into Simpana software’s data management catalog
system, which simplifies operations while also ensuring that data is always available for restores or access from any point
in the Simpana environment.
Unlike hardware-based encryption, which can limit decryption/access to like-devices, CommVault’s device-independent key
management enables companies to change the storage infrastructure that hosts encrypted data over longer retention
periods. The risks of mishandling keys are eliminated and disaster recovery is simplified when different media drives or
devices must be used.
Managing encrypted data and keys in a singular approach minimizes the risks of data breaches as data is migrated over
independent copies, dissimilar devices or even distant locations, such as uploads to a public cloud storage service.
Operating system and device-independence helps eliminate the need to maintain mirrored hardware configurations at each
recovery site.

Integrating Deduplication & Encryption Drives Cost-Efficient Data Reduction

CommVault’s integrated approach to data management couples content-aware data deduplication/reduction and data
encryption/randomization which can result in both decreased storage costs and data leakage risks.
This combination can reduce infrastructure costs by enabling customers to manage a common collection of encrypted
backup and archive copies across database, email, file and collaboration environments.
As data is moved to offline vaulting locations, to replicated online recovery sites or ultimately into the cloud, combining data
center-side reduction and encryption enables CommVault customers to leverage extended storage options offered by
public cloud-based storage services.

Supporting Quotes

According to Dave Russell, research vice president of storage technologies and strategies at Gartner, “As data moves
beyond enterprise boundaries and into the cloud, it’s critical to ensure the security of mission-critical information,
regardless of whether it resides in backup data or file and email archives. Embedding encryption capabilities within a single
unified data management platform gives users the data control and security they demand without incurring the cost and
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complexity of deploying and managing disparate point products.”
“For organizations deploying data management solutions in secure, regulated or government environments,” explains Brian
Brockway, vice president of product management, “CommVault is setting the standard with FIPS-certified data encryption
and embedded data deduplication that extend end-to-end data management affordably and effectively. With more data
moving into tiered archived or vaulted states, CommVault’s embedded encryption is a powerful, yet cost effective option
which can be added as needed to Simpana Backup, Archive and Replication policies at a fraction of the cost of
hardware-based solutions.”

Resources

CommVault® Simpana® 8 Software

http://www.commvault.com/products/

CommVault Simpana Deduplication Software

http://www.commvault.com/solutions-deduplication.html

More CommVault news

http://news.commvault.com/

Simpana 8 Webcast

http://www.commvault.com/simpana/?WT.mc_ID=316004

Follow CommVault on Twitter

http://twitter.com/CommVault

Visit CommVault’s delicious page

http://delicious.com/commvault

Visit CommVault’s Flickr photostream

http://www.flickr.com/photos/31256941@N06/

About CommVault

A singular vision – a belief in a better way to address current and future data management needs – guides CommVault in the development of Singular
Information Management® solutions for high-performance data protection, universal availability and simplified management of data on complex
storage networks. CommVault's exclusive single-platform architecture gives companies unprecedented control over data growth, costs and risk.
CommVault's Simpana® software suite of products was designed to work together seamlessly from the ground up, sharing a single code and common
function set, to deliver superlative Data Protection, Archive, Replication, Search and Resource Management capabilities. More companies every day
join those who have discovered the unparalleled efficiency, performance, reliability, and control only CommVault can offer. Information about
CommVault is available at www.commvault.com. CommVault's corporate headquarters is located in Oceanport, New Jersey in the United States.
(cvlt-cs)

Safe Harbor Statement

Customers' results may differ materially from those stated herein; CommVault does not guarantee that all customers can achieve benefits similar to
those stated above. This press release may contain forward-looking statements, including statements regarding financial projections, which are
subject to risks and uncertainties, such as competitive factors, difficulties and delays inherent in the development, manufacturing, marketing and sale
of software products and related services, general economic conditions and others. Statements regarding CommVault's beliefs, plans, expectations or
intentions regarding the future are forward-looking statements, within the meaning of Section 27A of the Securities Act of 1933, as amended and
Section 21E of the Securities Exchange Act of 1934, as amended. All such forward-looking statements are made pursuant to the safe harbor
provisions of the Private Securities Litigation Reform Act of 1995. Actual results may differ materially from anticipated results. CommVault does not
undertake to update its forward-looking statements.

©1999-2009 CommVault Systems, Inc. All rights reserved. CommVault, CommVault and logo, the "CV" logo, CommVault Systems, Solving Forward,
SIM, Singular Information Management, Simpana, CommVault Galaxy, Unified Data Management, QiNetix, Quick Recovery, QR, CommNet, GridStor,
Vault Tracker, InnerVault, Quick Snap, QSnap, Recovery Director, CommServe, CommCell, ROMS, and CommValue are trademarks or registered
trademarks of CommVault Systems, Inc. All other third party brands, products, service names, trademarks, or registered service marks are the
property of and used to identify the products or services of their respective owners. All specifications are subject to change without notice.
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