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New Solution Set strengthens Bring-Your-Own-Device (BYOD) initiatives by efficiently backing-up devices and providing

secure access and self-service capabilities to the mobile workforce

TINTON FALLS, N.J., Jan. 14, 2015 /PRNewswire/ -- CommVault (NASDAQ: CVLT) today announced the launch of Simpana for Endpoint Data
Protection, a new solution set designed to help protect and enable the mobile workforce by efficiently backing-up laptops, desktops and mobile devices
and providing secure access and self-service capabilities.

With today's mobile workforce increasing their reliance on information saved on local endpoints and outside IT's traditional domain, the need to protect
sensitive data residing on desktops, laptops, and mobile devices has become more critical than ever before.  As global data breaches reach an
average cost of $3.5 million in US dollars according to a study by the Ponemon Institute due to lost or unrecoverable data on employee devices,
including desktops, laptops, and mobile devices, organizations are beginning to embrace centrally managed platforms that can be used to
simultaneously address data protection, collaboration, regulatory, and eDiscovery requirements in a secure manner.

Available as a standalone solution set to offer simplified pricing and packaging options, Simpana for Endpoint Data Protection empowers organizations
to reduce cost and risk by protecting against data loss and enabling enterprise-wide compliance and eDiscovery, while increasing productivity across
the enterprise through self-service capabilities for data restore, secure file sharing and advanced data analytics and reporting.

"We are excited to bring Endpoint Data Protection to market with an expanded new feature set and pricing structure that will give customers flexible
options in how they want to tackle the growing challenges and complexities around data management beyond IT's traditional reach," said Rama
Kolappan, senior director and head of CommVault's Mobile Business Unit. "With data breaches continuing to make headlines and wreaking havoc on
corporate reputations, our new solution set is able to give organizations the 'peace of mind' knowing their data is protected while freeing employees
access to information residing within IT."

CommVault's Endpoint Data Protection solution includes the following capabilities and benefits to organizations that can be purchased modularly to
meet each unique need:

Rapid endpoint backup and recovery.
Helps gain control of endpoint data with rapid, efficient, secure and transparent laptop and desktop protection,
featuring source-side deduplication, opportunistic scheduling, and bandwidth throttling.
Lower business risk by protecting your intellectual property with a policy driven approach.
Increase productivity with anywhere, anytime access to protected data through a web portal, mobile app and
natively in Windows Explorer.

Secure File Sharing
Keeps files accessible across laptops and mobile devices, so employees have what they need, when they need it.
Fosters enterprise-wide collaboration -- without employees relying on IT or risky consumer cloud services.
Ensure sensitive business data remains safe and corporate data guidelines are met with IT customized policies.

Integrated Compliance and eDiscovery.
Improve governance with enterprise-wide search, discovery and legal hold.
Accelerate legal response times and compliance readiness through a single collection and search of all
Electronically Stored Information (ESI) across your enterprise.
Deliver security and efficiency with role based access and the ability to easily place searched data into legal hold.

Comprehensive Security and Data Loss Prevention
Utilize remote wipe capabilities to minimize the risk of critical business data being stolen or lost due to an
unforeseen event.
Ensure data security and compliance by encrypting data in transit and at rest to comply with industry and
government regulations and standards. CommVault Simpana Software is FIPS 140-2 certified.
Prevent unauthorized access by selective encryption of files and folders.

Analytics - Visualize Your Data to Gain Insights and Intelligence

http://www.commvault.com/


Make informed decisions with powerful insights.
Comprehensive and easy to review dashboard helps assess compliance requirements.
Manage company, group or individual endpoint data with insights including file type, age and size.
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About CommVault
A singular vision — a belief in a better way to address current and future data management needs — guides CommVault in the development of

Singular Information Management® solutions for high-performance data protection, universal availability and simplified management of data on
complex storage networks. CommVault's exclusive single-platform architecture gives companies unprecedented control over data growth, costs and

risk. CommVault's Simpana® software suite of products was designed to work together seamlessly from the ground up, sharing a single code and
common function set, to deliver superlative Data Protection, Archive, Replication, Search and Resource Management capabilities. More companies
every day join those who have discovered the unparalleled efficiency, performance, reliability, and control only CommVault can offer. Information about
CommVault is available at http://www.commvault.com. CommVault's corporate headquarters is located in Tinton Falls, New Jersey in the United
States.

Safe Harbor Statement
Customers' results may differ materially from those stated herein; CommVault does not guarantee that all customers can achieve benefits similar to
those stated above. This press release may contain forward-looking statements, including statements regarding financial projections, which are
subject to risks and uncertainties, such as competitive factors, difficulties and delays inherent in the development, manufacturing, marketing and sale
of software products and related services, general economic conditions and others. Statements regarding CommVault's beliefs, plans, expectations or
intentions regarding the future are forward-looking statements, within the meaning of Section 27A of the Securities Act of 1933, as amended and
Section 21E of the Securities Exchange Act of 1934, as amended. All such forward-looking statements are made pursuant to the safe harbor
provisions of the Private Securities Litigation Reform Act of 1995. Actual results may differ materially from anticipated results. CommVault does not
undertake to update its forward-looking statements. The development and timing of any product release as well as any of its features or functionality
remain at our sole discretion.
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